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Highlight: HARPO: Learning to Subvert Online Behavioral Highlight: A Comparative Study of Dark Patterns Across Web Modalities € 2

Advertising. J. Zhang, K. Psounis, M. Haroon, Z. Shafiq, in NDSS 2022 J. Gunawan, A. Pradeep, D. Choffnes, W. Hartzog, C. Wilson, in CSCW 2021.
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* Dark patterns can be deployed on any interface e Revealed cross-modality problems or blind
Highlight: Privacy-from-Birth: type to manipulate users. spots, that may be overlooked by designers in
e Little is known about how these patterns impact the interface development process.

Protecting Sensed Data from Malicious Sensors with VERSA
l. D. O. Nunes, S. Hwang, S. Jakkamsetti, G. Tsudik, in IEEE S&P 2022
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Highlight on Broadening Participation in Computing Highlights on Broader Societal Impact Interactions with FTC: Several conversations with
Research Exploration Workshop on Privacy and loT, May 2021 Auditing Algorithmic Bias FTC on smartTV Privacy, VR privacy, dark patterns.
Work on Auditing Political Ad Delivery e s

* Participants: 60 URM undergrad students,
from our institutions and community colleges.

* Organizers: ProperData Faculty & Grad
Students, Office of Access and Inclusion,
Google ExploreCSR.

Facebook charges more for ads that aim
to cross the political divide

Algorithms, by Co-Pls Mislove & Korolova coeo0o EDERAL TRADE COMMISSION

ROTECTING AMERICA’S CONSUMERS

* Presentations to: FTC, Federal Reserve Board of
Governors, US Committee on Financial services, Office
of Technology Research and Investigation Seminar.

* Activities: intro to privacy research, hands-on » Testimony to Investigations & Oversight Sub. of the U.S. NU grad student Johanna UCI grad student J.
training in raspberry Pi, talks, panels, career House Committee on Space, Science, and Technology. Gunawan presented in FTC Varmarken presented
development, intro to grad school. o _ Workshop on “Bringing work on SmartTV

* https://sites.uci.edu/explorecsrworkshop/ Organizing events.: (?pen wprkshop on Contact TraC|ng (,OCt' 20,20); Dark Patterns to Light”, tracking at FTC's

closed workshop (jointly with SPLICE) on loT Privacy Policy (April 2022). April 2021. PrivacyCon 2021.

The 5" NSF Secure and: Trustworthy Cyberspace Pr|n0|pal Investlgator Meetlng (2022 SaTC Pl Meeting)

June 1-2, 2022 | Arlington, Virginia
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